
Prevas is handling and facilitating the following 
during development and maintenance:

1. Security Management of development  
and maintenance

2. Threat and Requirement Analysis with  
gap-analysis

3. Secure Design on both new designs and  
product updates

4. Code Analysis, in-depths reviews
5. Verification and Peneration Test facilitating  

capable partners after pre-audit.

Continuous cooperation with our customers  
operations team: 

6. Security Risk Monitoring with daily product  
specific CVE updates

7. Update Management, road-mapping and 
security mitigation

8. Hardening, continuous product and 
9. infrastructure hardening
10. Secure Operation, Certificate and user  

management
11. Secure Disposal, process and automation  

of memory cleaning and product disposal

Complete partner in the whole lifecycle of embed-
ded products. Development and maintenance with 
industrial Cyber Security compilance – IEC 62443.

Industrial Cyber Security
Embedded Development Services

Prevas supports IEC ACSEC 
Advisory Committee on Information security and 

data privacy.

Initialization Analysis

2.  
Threat & Requirement  

Analysis

Design Realization Commissioning Operation

3.  
Secure Design

4. 
Code Analysis

5.
Verification & 

Penetation Test

8.  
Hardening

9.  
Secure  

Operation

6. 
Security Risk  
Monitoring

7.  
Update  

Management
10. 

Secure Disposal

Realization

DecommissioningDelivery

Interested to know more about Prevas competences?  
Please contact 
Mads Doré Hansen, Prevas A/S
+45 4019 6566, mads.dorehansen@prevas.dk

Prevas is a development hub with ingenuity at its core. With a high technical competence and a deep business understanding, we help customers 
from a wide variety of industries benefit through continuous technological innovation. Good for people, planet, and profit. Prevas was established  
in 1985 and currently employs 900 people in Sweden, Denmark and Norway. Prevas is listed on NASDAQ Stockholm since 1998.  
For more information about Prevas, visit www.prevas.dk.


